|  |  |
| --- | --- |
| **Document Name** | **Notes** |
| DoDI 8320.07 | Needs to be updated |
| DODI 8170.01 | References the CIO Memo and DoDI 8320.07. Needs to be updated if the DoDI 8320.07 number or version changes. |
| DoDI 8110.01 | Needs to be updated. Mentions the DoDI 8320.07 |
| CJCSM 3265.01A | Should we wait to update this one, until the DoDI 8320.07 gets updated, since it mentions verbiage from the DoDI 8320.07 |
| DoDD 8190.01E (Dec 2019) | Needs to be updated. |
| CJCSI 6610.01F | They have updated the document earlier in 2023. Unable to find that copy to verify the changes. Don’t believe it has the updated information related to NIEMOpen. |
| Mil STD 2525 (Symbology STANAG 2019/APP-6 | Does not mention NIEM. |
| Mil STD 6520 | Unable to find the document |
| Mil STD 6016 ( Link-16) | Does not mention NIEM |
| Mil STD 6040 (USMTF) |  |
| CJADC2 RD v.3.0 | Ensure if it mentions NIEM to properly reflect NIEMOpen. |
| IC Data-Centric Framework and  Joint Guidance Plan, 24 Jan 2023 | Unable to find the document but it may properly mention NIEMOpen. |
| STANAG 5653 (NCDF) | It is currently in draft and will doublecheck to make sure it calls out NIEM specifically |
| Tidepedia | Multiple locations in Tidepedia mention NIEM |

|  |
| --- |
| **CJCSM 3265.01A**  **5.3 Mission Partner Interoperability**  The warfighter requires the ability to access and disseminate time-critical information  with mission partners (cross-Command/Service/Agency, Multinational, Interagency, and/or  Intergovernmental). Interoperability must be leveraged through common standards, protocols  (e.g., the National Information Exchange Model (NIEM)) and procedures. The warfighter  requires timely, relevant, and secure interoperable capabilities. This section provides the  interoperability specifications as well as mission partner specifications.  The information exchange requirements needed to achieve the capability described in the  CDP/CP will be reviewed for National Information Exchange Model (NIEM) conformance or  exception to policy approval from DoD CIO IAW references (f), (o), and (p). All DoD  organizations shall first consider NIEM conformance for their information sharing solutions  when deciding the data exchange standards or specifications meeting their mission and  operational needs. Every effort shall be made to ensure a rigorous analysis of NIEM be  conducted as part of this consideration.  DJ-6 memorandum, 12 April 2013, “DoD Adoption of the National Information  Exchange Model (NIEM) and establishment of the NIEM Military Operations  Domain” |
| DoDI 8110.01  **Pg 4: (**1) Pursuant to DoDI 8320.07, the National Information Exchange Model must be considered when deciding which data exchange standards or specifications meet mission and operational needs  **Pg 12:** n. Comply with the National Information Exchange Model and FMN technical specifications and standards developed by NATO’s FMN Management Group. |
| DoDD 8190.01E (Dec 2019)  Pg 6: e. Helps develop domain-relevant industry standards in support of the National Information Exchange Model (NIEM) found on website https://www.niem.gov/, such as ASC X12, to support DoD.  f. Incorporates changes to ASC X12 standards into DLMS in accordance with the NIEM.  Pg 8: NIEM National Information Exchange Model  Pg 9: NIEM. A community-driven, government-wide, standards-based approach to exchanging information. It provides a set of building blocks that are used as a consistent baseline for creating information exchanges so that the sender and receiver of information share a common, unambiguous understanding of the meaning of that information. NIEM ensures that a basic set of information is well understood and carries the same consistent meaning across various communities, thus allowing interoperability to occur. |
|  |